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6 See footnote 5 to § 378.4(j). 
7 See footnote 1 to § 378.3. 
8 See footnote 1 to § 378.3 

to law enforcement agencies are being 
conducted properly. 

(m) Review the DoD sensitive support 
provided to the DoD Components and 
other Federal Agencies, pursuant to 
DoD Directive S–5210.36 6, to ensure 
compliance with DoD policy. 

(n) Coordinate, as appropriate, with 
the DoD Inspector General (DoD IG) on 
matters relating to the DoD IG’s area 
of responsibility in accordance with 
DoD Directive 5106.1 7. 

(o) Perform such other functions as 
the Secretary of Defense may pre-
scribe. 

§ 378.5 Relationships. 

(a) In the performance of assigned re-
sponsibilities and functions, the 
ATSD(IO) shall serve under the author-
ity, direction, and control of the Sec-
retary of Defense, and shall: 

(1) Report directly to the Secretary 
and Deputy Secretary of Defense. 

(2) Coordinate and exchange informa-
tion with other OSD officials, heads of 
the DoD Components, and other Fed-
eral officials having collateral or re-
lated functions. 

(3) Use existing facilities and services 
of the Department of Defense and other 
Federal Agencies, when practicable, to 
avoid duplication and to achieve max-
imum efficiency and economy. 

(b) Other OSD officials and heads of 
the DoD Components shall coordinate 
with the ATSD(IO) on all matters re-
lated to the responsibilities and func-
tions cited in § 378.4. 

§ 378.6 Authorities. 

The ATSD(IO) is hereby delegated 
authority to: 

(a) Obtain reports, information, ad-
vice, and assistance, consistent with 
DoD Directive 8910.1 8, as necessary, in 
carrying out assigned functions. 

(b) Communicate directly with the 
heads of the DoD Components and, 
with notification to the Chairman of 
the Joint Chiefs of Staff, to the Com-
manders of the Unified Combatant 
Commands, as necessary, in carrying 
out assigned functions. 

(c) Request such temporary assist-
ance from the DoD Components as may 
be required for the conduct of inspec-
tions or investigations, to include per-
sonnel, facilities, and other services. 
Requests for needed support shall be 
made in accordance with established 
procedures. 

(d) Communicate directly with the 
Intelligence Oversight Board of the 
President’s Foreign Intelligence Advi-
sory Board, the Director of Central In-
telligence, other Federal officials, rep-
resentatives of the legislative branch, 
members of the public, and representa-
tives of foreign governments, as appro-
priate, in carrying out assigned func-
tions. 

(e) Have complete and unrestricted 
access to all available intelligence-re-
lated information, regardless of classi-
fication or compartmentation, from all 
DoD Components and personnel, as re-
quired, in carrying out assigned func-
tions. This includes specifically the au-
thority to: 

(1) Require an Inspector General or 
other cognizant investigative official 
of a DoD Component to report allega-
tions of improprieties or illegalities of 
intelligence activities by, or within, a 
DoD Component; and 

(2) Obtain information on the status, 
proceedings, and findings or to obtain 
copies of reports of investigations of 
such allegations. 

(f) Deal directly with the head of the 
element inspected or investigated, con-
duct interviews, take depositions, and 
examine records incident to an inspec-
tion or investigation of any DoD Com-
ponent, as required, in carrying out as-
signed functions. 

PART 383a—DEFENSE 
COMMISSARY AGENCY (DeCA) 

Sec. 
383a.1 Purpose. 
383a.2 Applicability. 
383a.3 Mission. 
383a.4 Organization. 
383a.5 Responsibilities and functions. 
383a.6 Relationships. 
383a.7 Authority. 
383a.8 Administration. 

APPENDIX TO PART 383a—DELEGATIONS OF AU-
THORITY 

AUTHORITY: 10 U.S.C. 136. 

VerDate Aug<04>2004 10:43 Aug 03, 2005 Jkt 205123 PO 00000 Frm 01075 Fmt 8010 Sfmt 8010 Y:\SGML\205123.XXX 205123


		Superintendent of Documents
	2014-11-05T15:34:06-0500
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




